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Presented to you by:

Lower Rio Grande Valley

Development Council
COG-21

Rene Perez, Program Supervisor |
Mary A. Gonzalez, Research and Statistics Technician I

Jessica Martinez, Research and Statistics Technician I



2023 Annual HSGD GrantWeorksShop

*  Today: January 6, 2023
*  Purpose: to ensure HSGD applicants are educated on the LRGVDC grants process

*  Goal: to ensure that all SHSP applicants in the region go through the LRGVDC process
and are recommended for funding.




Oftice of the Governor
eGrants

 Information given in this presentation can ¢ For questions regarding your eGrants
be found on the Office of the Governor’s contact the Office of the Governor at
website. (512) 463-1919




2023 State Homeland
Security Programs

&
LETPA (SHSP-L)

* Will first cover key points that both grants share
* Next will discuss specific items SHSP-R require




Key Points that apply to both Grants

CLULU U Cl U U ! ay U U U Uy

An eligibility requirement set forth by the COG (TxGMS).
Policy and Procedures is a Grant workshop mustbe « Projects must begin between September 1,
attended. 2023, and March 1, 2024,

Final Date to Submit is February 9, 2023 at 5:00pm Expire on or before August 31, 2025
CST. )

. . Project Period
Grantees mUSt Comply Wlth Standards appllcable tO Projects selected for funding must begin between September 1, 2023 and March 1, 2024, and expire on

this fund source cited in the Texas Grant Management or before August 31, 2025. Additional guidelines are below:
Standards (TXGMS) 1. Project periods should be structured so that projects that include grant-funded salaries and/or

annual recurring costs do not overlap with the project periods of previous or future grant awards
with the same costs.

. Project periods should be structured so that projects that include grant-funded salaries and/or
annual recurring costs are on a 12 or 24-month grant cycle/performance period.

3. Project periods for equipment only projects are generally awarded for a 6 to 12-month grant period.

. PSO will consider proposed start or end dates falling outside of these guidelines on a case-by-case
basis.




Submit Deadline

February 9, 2023 at 5:00
pm CST

2 Steps to complete
BEFORE the 5:00 pm
CST cutoff

Step 1: Submit grant
application

Step 2: Grant application
must be certified by

Step 1: Submit the Initial Application Jdge? DocumenE Conditions.of Funding | Submit Appiication Fsu

Fund Source Information and Instructions
List of Application Errors and Incomplete Information

Item(s) that Need to be Resolved ‘Tab Name

List of Post-Award Conditions of Funding and Other Fund-Specific Requirements

| Hold Hold Line

Condition of Funding / Project Requirement |Date Created Date Met Project |Item
Eunds Funds
Any Grant Officer can click the “Submit Initial Application” button to complete Step 1 of

Submit Inftial Application ha Application | the application submission process.

NOTE: If this button is disabled check that all application errors have been resolved.

Step 2: Certify the Official Application :)cumen#s Conditions.of Funding | Certify. Application F

Fund Source Information and Requirements

List of Application Errors and Incomplete Information

Item(s) that Need to be Resolved !Tab Name

List of Post-Award Conditions of Funding and Other Fund-Specific Requirements

| \ |Hold Hold Line
Condition of Funding / Project Requirement Only the Authorized Officer can click the "Certify Official Application” 2t Project |Item

- button to complete Step 2 of the application submission process. Funds Funds
NOTE: If this button is disabled check that the person accessing the
Certify Official Application Withdraw Application | application is logged in as the Authorized Official.
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p CALENDAR
P> CONTACTUS
p UPDATES

¥
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* Grantee Login

New User? Register here!
User Name: I |’*c
Password: I |*

nin

Forgot your Username?

Forgot your Password?

* Grant Resources

» Governor's Office (OOG)
Homepage

» Criminal Justice Division (C]JD)

Thursday, January 5, 2023

eGrants

:
* Welcome to eGrants Online!

With responsibilities ranging from the research and creation of policy initiatives to the state’s job
creation efforts, the Office of the Governor plays a key role in shaping the future of the Lone Star
State. OOG administers grants from a variety of state and federal funding_sources [26KB PDF].

The Criminal Justice Division's (CID) mission is to create and support programs that protect people
from crime, reduce the number of crimes committed, and to promote accountability, efficiency, and
effectiveness within the criminal justice system. CID focuses on the enhancement of Texas' capacity to
prevent crime, provide service and treatment options, enforce laws, train staff and volunteers, and the
restoration of crime victims to full physical, emotional and mental health.

The Homeland Security Grants Division (HSGD) promotes strategies to prevent terrorism and other
catastrophic events and to prepare communities for the threats and hazards that pose the greatest risk
to the security and resilience of Texas and the Nation. The grant funding assists Texas jurisdictions in
building, sustaining, and delivering core capabilities to further the National Preparedness Goal which is,
“A secure and resilient Nation with the capabilities required across the whole community to prevent,
protect against, mitigate, respond to, and recover from the threats and hazards that pose the greatest
risk.




INTRODUCTION TO EGRANTS

eGrants is a web-based application accessible from any internet browser at https://eGrants.gov.texas.gov.
All users must register for an account with a valid email address.

» HOME
» REGISTER
» CALENDAR
» CONTACT US _ 3 o
> UPDATES Officemof thg Governor
: - : eGrants
m * Welcome to eGrants Online!
l New Users
" e Register for an account
* Grantee Login e Use temporary password to log-in for the first time
» : | ¢ Pick a Secret Question
RleveXisecs Register here!4f= e Change password after initial log-in

User Name: |
_ﬂm/ : : e« Enter User Name and Password then click “Sign In”

Forgot your Username? ¢  Click the “Forgot your Username?” or “Forgot your
Forgot your Password? Password?” links if you cannot remember this information.

NOTE: Before a user can view a grant or application in the system, the user’s account must first be assigned to the grant,
using the email address associated with the user’s profile.

EGRANTS USER GUIDE TO CREATING AN APPLICATION — DECEMBER 2020 INTRODUCTION TO EGRANTS CONTINUED ON NEXT PAGE



MINIMUM AMOUNT 2,500
Maximum Amount None Fundlng LGVCIS

Match Requirement None

*The Office of the Governors
Public Safety Office (PSO) will
use a risk-based formula to




Program-Specific Requirements

* 1. All capabilities must have a clear link to one ¢ 4. Cities and counties must have a current
or more Core Capabilities from the National Emergency Management Plan. This plan must
Preparedness Goal. be maintained throughout the entire grant
performance period.

* 3. Grantees are required to maintain adoption . It. - re_qwred t0 comp_lete th.e 2022




CIS Hardened Images @  Support™  CIS WorkBench Sign In A _
c]s Centerfor
. Internet Security’

reaiting Confidenee in the Connectee World

0

COMPANY ~  SOLUTIONS ~  INSIGHTS~  JOINCIS ~

Nationwide Cybersecurity Review (NCSR)

Nationwide Cybersecurity Review (NCSR)

What is the Nationwide Cybersecurity Review? The NCSR is open annually
from October 1 to February
28
NCSR Registration Form
y progra

NIST CSF) Job Title *

First Name *

Phone Number *

- Public Organization Name *
*  NATIONWIDE

@TY Anonymous [
REVIEW
-‘ Street Address *
[
@ Self-assessment

< & 0

State/Region *

v]

How is your Information Technology
consolidated? *




Eligibility Requirements

Cybersecurity Requirements * Eligible applicants must be
registered in the Federal System
* Training Certification 1s for Award Management (SAM)

required.




SHSP — R
Regular
°rojects




SHSP — Regular

The purpose of this funding is to support state and local preparedness activities that address high-
priority preparedness gaps across all core capabilities where a nexus to terrorism exists. All investments
must be consistent with capability targets set during the Threat and Hazard Identification and Risk
Assessment (THIRA) process, and gaps identified in the Stakeholder Preparedness Review (SPR)

Core Capabilities




Prevention Protection Mitigation Response Recovery

Planning
Public Information and Warning
Operational Coordination
Intelligence and Information Sharing Community Infrastructure Systems
Interdiction and Disruption Resllience Critical Transportation Economic
Screening, Search, and Detection VL‘I’"Q'tz:'I'I‘: Environmental Recovery
Forensics and Access Control ;er:jeurzﬂony Response/Health and Health and
Attribution and Identity Safety Social Services
Verification Ris ';:: ::IlieD'i‘scister Fatality Management Housing
Cybersecurity Assessment Services Natural and
Physical Fire Management and Cultural
Threats and Suppression Resources
Protective Hazards PP
Measures Identification Logistics and Supply
Risk Management Chain Management
for Protection Mass Care Services
Programs and Mass Search and
Activities Rescue Operations
Supply Chain On-scene Security,
Integrity and Protection, and Law
Security Enforcement
Operational
Communications
Public Health,
Healthcare, and
Emergency Medical
Services
Situational
Assessment

Homeland Security Mission Areas and Core Capabilities




Program Specific
Requirements

#2. QGrantees must demonstrate this dual use
quality for any activities implemented under this
program that are not explicitly focused on
terrorism preparedness. Activities implemented
under SHSP  must  support terrorism
preparedness by  building or sustaining
capabilities that relate to the prevention of]
protection from, mitigation of, response to,
and/or recovery from terrorism.




SHSP — LETPA

Law Enforcement Terrorism
Prevention Activities Projects




SHSP — L

Per congressional mandate (911 Act) at least thirty percent (30%) of the combined Homeland
Security Grant Program funding must be used for Law Enforcement Terrorism Prevention Activities
(LETPA). The purpose of this solicitation is to support state, tribal and local preparedness activities

that continue to build law enforcement capabilities to prevent terrorist attacks and provide law

ey Many activities which support the
Core Capabilities achievement of target capabilities related to
e Prevent terrorism preparedness may simultaneously
support enhanced preparedness for other




Prevention Protection Mitigation Response Recovery
Planning
Public Information and Warning
Operational Coordination
Intelligence and Information Sharing Community Infrastructure Systems
Interdiction and Disruption Reslilence Critical Transportation Economic
Screening, Search, and Detection VII:I}:egr:E:-IriT Environmental Recovery
Forensics and Access Control Reductiony Response/Health and Health and
Attribution and Identity . ) Safety Social Services
Verification R's':l:';ﬁigr']sc?ter Fatality Management Housing
Cybersecurity Assessment Services Natural and
Physical Fire Management and Cultural
P i Threats and Suppression Resources
rotective Hazards PP
Measures Identification

Risk Management
for Protection
Programs and

Activities
Supply Chain
Integrity and

Security

Logistics and Supply

Chain Management

Mass Care Services
Mass Search and

Rescue Operations

On-scene Security,
Protection, and Law
Enforcement
Operational
Communications
Public Health,
Healthcare, and
Emergency Medical
Services
Situational
Assessment

Homeland Security Mission Areas and Core Capabilities
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Prevention

Protection

WILLACY

Planning

Public Information and Warning

Operational Coordination

Intelligence and Information Sharing

Interdiction and Disruption

Screening, Search

and Detection

Forensics and
Attribution

Access Control
and Identity
Verification

Cybersecurity

Physical
Protective
Measures

Risk Management
for Protection
Programs and

Activities

Supply Chain
Integrity and
Security




Program Specific
Requirements

» #2. Grantees must demonstrate this dual use quality
for any activities implemented under this program that
are not explicitly focused on terrorism preparedness.
Law Enforcement Terrorism Prevention Activities
Implemented Under SHSP must support terrorism
preparedness by building or sustaining capabilities that
relate to the prevention of terrorism.




+ Rene Penez

Program Supenisor |
{058) 6823481 167

+ MaryA Gonzsler

Femenrch & Stefisis Techrician |
{858) 682-3481 w177

+ Jmssics Marfinar

Ressarch & Stafisfies. Tackhvician |
{B56) BA2-3481 106

+ Records Refertion
+ SWC (Stalswice Inieroperatilly Cooninaier)

+ Process for Dispasal of Grant Funded Eqibment

+ Link i Oriine Form for Disposal of Grant Furded Expipment

+  National Preparadness Gosl
+  Presidential Palicy Directive / PPD-8
+ Tewas Homeland Security

+ Texas Division of Emergency Management (TOEM)
+  TARC Emesgency Prepamdnnes

[ ——

Grant Related Resources

Homeland Security

Additional Resources

FY 2022-23 HSGD (LETPA/SHSF) Funding Cycle

+ LETPA Final Scones FY 2022-2023
+ SHEP Final Sooves FY 2022.2023

- LETPA Furing Opprority

+ SHEP Funding Oppartunity

- HEAC Policy & Procedwes

- Scoreshed Samgie

- Cranks Liser Guikde o Crasfing an Applicaion, Dec. 2020
+ Homelard Serarity Acisory Cormmitien Bylas

Financial Forms to Upload on eGranis
«  Applicafion for Tescas ID) Murber AP-152
- W-3 Request for Toayer ID) Number and Cerfificafion Form
«  Divect Deposit Authorizaion (Texas Complrdlier) 74-178

Office Address
301W Reiressd
Wesiaca, TX 78606

Grant Application Kit

- LRGVDC:2021 SPR- Plasse conisct COG siaff o (368) 8823481
- Tes Homeland Serasity Strstegic Plan 20121.2025

- DALHNS Murmer (T & Bracisivesd)

+ SAM (Sysiem for Amard Marogermeri)

+ LSPS Tipsd Lok L

+ ABL {Aulterized Expipment Lisf) Lockip

+ Mol Incicent Management Sysiem

+ A for Nisfional incident Management Sysier

+ FEMA Resouree Typing Library Tood

Homeland Security Advisory Committee (HS.




HSAC Member:

Date:

Homeland Security Grants Division Grant Program FY2023-2024

*If applicant is partofa
Special Response Team or

How well does the project

Howe well does

has First Responder address target capabilties related Yoy well does the thenrol Howwell.does
c bilities: to prevention, preparingfor, ject add addressa the project
e e protecting against, or responcing Project addressone | . priority | address gaps
1) if applicable, is team o acts of terroristn as indicated ol ofthe COG’s - " - .
FEMA Typed? he REA {Requestior Applicatiors] A ctivity Areas? areas? identified in |Howwell does the project
21 If SWAT, ISt - d issued bythe Office of the Int ¥ bl N {Addressing the LRGWDC’s | impact the region? (i.e.a Is the project
Did the applicant attend | 2 L Rtmmtps Govemor: Homelard Security Onieronsrabls Emergin THIRA (Threats ositive impact for SMART? :
ar according to NTOA jisi Ei g r e
4 to Grants Division? mergency 5 . o ~ . If partial
aCO0G grant workshop? - s Threats; &Hazard developing or sustaining (Specific, Funding
e St standards? LETPA projects must bave s | Communications, 3 I e sl 5 recommendation, | Comments: [TOTAL PTS
if “No”, applicationis 5 - A e L 5 that benefit Measurable, recommendation:
2 3) has applicant providesd LR ol S L ® | Sustaining Special i - 5 B = what amount?
il hle. the COG a copy of a formal- following Core Capahilities: Response Teams & Cyhersecurity; and Risk neighboring Achievable,
type cooperation? P'ﬁ""m?gi_"“b‘éﬂ hformation & e ™S & [brotection of Soft| Assessment) | jurisdiction(s), state, or | Realistic, Timely}
? rring; Ope P .
for example: MOU; Coordnation; ktellicence & | Capabilities, Critical Targﬁ:f;.wd el (S:‘ifme, M
SOPs; contract; plan(s); |Vformation Sharind; kterciction infrastructure, . :
! Disruption; Screening, Search & N Intelligence and | Preparedness
'r‘i'f;"“f“ agrf;’:e"t! Detection; and Forensics & Cyhersecurity) Information Review)?
Oi;:::gillﬂe ion Is Attribution Sharing)
A ¥ N ¥ N )
Project Grant Ap) n 025 PTS 0415 PTS 0415 PTS 0-15 PTS 0-15 PTS 0-15PTS Full Partial None

e

Addressing Emergert Threaws 0
0
0
0
0
0
Enhancing Cybersecurity 0
Information & inweiligence Sharing/Cooperatdon 0
0
Protection of Soft Targets/Crowded Places 0
0
0
0
Inreroperable Emergency Communications 0
0
0
0
0
Pianning & Community Preparedness 0
0
Support of First Responder Capabifides il
0
0

olo|o|o]s




LRGVDC’S Homeland Security Advisory Committee Calendar
FY2023-2024 Grant Cycle

HSGD RFA (Request for Funding Assistance) Release December 2022

COG-21 HSGD Grant Workshop January 6™ 10:00 am
eGrant Application Due February 9" by 5:00 pm
HSAC Review of Applications March 6% — 10t 2023

HSAC Prioritization Meeting March 15t 2023

LRGVDC Board of Directors Meeting March 29%, 2023 12:00 pm






Thank you for attending today's workshop.

Contact Information

LRGVDC

Rene Perez, Program Supervisor [
Rperez@lrgvdc.org — 956-682-3481

Mary A. Gonzalez, Research and Statistics Technician [
Magonzalez@lrgvdc.org

Jessica Martinez, Research and Statistics Technician |
Jessica.Martinez@lrgvdc.org




